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π(s1) = a1,2 π(s2) = a2,1



Value

The value of M under  is:  .π Vπ(s) = Eπ [
H

∑
h=1

rh(s, a) ∣ s0 = s]
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Vπ(s1) = 10 − 1 − 1 = 8
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π* = sup
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Vπ(s0)
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Disaster Relief with Autonomous Vehicles
• State Space is 

• Action Space is 

• New location is 

• Reward for finding people in need.

ℝ2

[−1,1]2

s + a
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• Playing an optimal policy for the ideal environment is not always optimal for the real 
environment!

• Strategies to compute robust policies are needed.

• Inspiration for field of adversarial RL.
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• Green Squares are obstacles.

• Yellow Squares are traversable.

• The agent starts at top left corner.

• The agent receives reward only at the bottom 
right corner. 

• An optimal (shortest path) policy for the agent is 
in purple.
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Check out Shubham’s full paper in 
Neurips22! 

Provable Defense against Backdoor 
Policies in Reinforcement Learning
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Abstract

A deep reinforcement learning (DRL) agent observes its states through observa-
tions, which may contain natural measurement errors or adversarial noises. Since
the observations deviate from the true states, they can mislead the agent into making
suboptimal actions. Several works have shown this vulnerability via adversarial
attacks, but existing approaches on improving the robustness of DRL under this
setting have limited success and lack for theoretical principles. We show that
naively applying existing techniques on improving robustness for classification
tasks, like adversarial training, is ineffective for many RL tasks. We propose the
state-adversarial Markov decision process (SA-MDP) to study the fundamental
properties of this problem, and develop a theoretically principled policy regulariza-
tion which can be applied to a large family of DRL algorithms, including proximal
policy optimization (PPO), deep deterministic policy gradient (DDPG) and deep Q
networks (DQN), for both discrete and continuous action control problems. We
significantly improve the robustness of PPO, DDPG and DQN agents under a
suite of strong white box adversarial attacks, including new attacks of our own.
Additionally, we find that a robust policy noticeably improves DRL performance
even without an adversary in a number of environments. Our code is available at
https://github.com/chenhongge/StateAdvDRL.

1 Introduction
With deep neural networks (DNNs) as powerful function approximators, deep reinforcement learning
(DRL) has achieved great success on many complex tasks [46, 35, 33, 65, 20] and even on some
safety-critical applications (e.g., autonomous driving [75, 57, 49]). Despite achieving super-human
level performance on many tasks, the existence of adversarial examples [70] in DNNs and many
successful attacks to DRL [27, 4, 36, 50, 82] motivate us to study robust DRL algorithms.

When an RL agent obtains its current state via observations, the observations may contain uncertainty
that naturally originates from unavoidable sensor errors or equipment inaccuracy. A policy not robust
to such uncertainty can lead to catastrophic failures (e.g., the navigation setting in Figure 1). To
ensure safety under the worst case uncertainty, we consider the adversarial setting where the state
observation is adversarially perturbed from s to ⌫(s), yet the underlying true environment state
s is unchanged. This setting is aligned with many adversarial attacks on state observations (e.g.,
[27, 36]) and cannot be characterized by existing tools such as partially observable Markov decision
process (POMDP), because the conditional observation probabilities in POMDP cannot capture the
adversarial (worst case) scenario. Studying the fundamental principles in this setting is crucial.

Before basic principles were developed, several early approaches [5, 40, 50] extended existing adver-
sarial defenses for supervised learning, e.g., adversarial training [32, 39, 88] to improve robustness

34th Conference on Neural Information Processing Systems (NeurIPS 2020), Vancouver, Canada.
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Understanding the Limits of Poisoning Attacks in Episodic Reinforcement
Learning

Anshuka Rangi1 , Haifeng Xu2 , Long Tran-Thanh3 , Massimo Franceschetti1

1 University of California San Diego, USA
2University of Virginia, USA
3University of Warwick, UK

{arangi, mfranceschetti}@ucsd.edu, hx4ad@virginia.edu, long.tran-thanh@warwick.ac.uk

Abstract

To understand the security threats to reinforcement
learning (RL) algorithms, this paper studies poison-
ing attacks to manipulate any order-optimal learn-
ing algorithm towards a targeted policy in episodic
RL and examines the potential damage of two nat-
ural types of poisoning attacks, i.e., the manipu-
lation of reward and action. We discover that the
effect of attacks crucially depend on whether the
rewards are bounded or unbounded. In bounded re-
ward settings, we show that only reward manipula-
tion or only action manipulation cannot guarantee a
successful attack. However, by combining reward
and action manipulation, the adversary can manipu-
late any order-optimal learning algorithm to follow

any targeted policy with Θ̃(
√
T ) total attack cost,

which is order-optimal, without any knowledge of
the underlying MDP. In contrast, in unbounded re-
ward settings, we show that reward manipulation
attacks are sufficient for an adversary to success-
fully manipulate any order-optimal learning algo-

rithm to follow any targeted policy using Õ(
√
T )

amount of contamination. Our results reveal useful
insights about what can or cannot be achieved by
poisoning attacks, and are set to spur more works
on the design of robust RL algorithms.

1 Introduction

Learning algorithms have been widely used in web services
[Zhao et al., 2018], conversational AI [Dhingra et al., 2016],
UAV coordination [Venugopal et al., 2021], medical trials
[Badanidiyuru et al., 2018; Rangi and Franceschetti, 2019],
and crowdsourcing systems [Rangi and Franceschetti, 2018].
The distributed nature of these applications makes these al-
gorithms prone to third party attacks. For example, in web
services decision making critically depends on reward col-
lection, and this is prone to attacks that can impact observa-
tions and monitoring, delay or temper rewards, produce link
failures, and generally modify or delete information through
hijacking of communication links [Agarwal et al., 2016;
Cardenas et al., 2008]. Making these systems secure re-
quires an understanding of the regime where the systems

may be vulnerable, and designing ways to mitigate these at-
tacks. This paper focuses on the former aspect, namely un-
derstanding of the regime where the systems can be attacked,
in episodic Reinforcement Learning (RL).

We consider a man in the middle (MITM) attack. In this
attack, there are three entities: the environment, the learner
(RL algorithm), and the adversary. The learner interacts with
the environment for T episodes, and each episode has H
steps. In episode t ≤ T at step h ≤ H , the learner ob-
serves the state st(h) ∈ S of the environment, selects an
action at(h) ∈ A, the environment then generates a reward
rt(st(h), at(h)) and changes its state based on an underlying
Markov Decision Process (MDP), and attempts to communi-
cate the new state to the learner. However, an adversary acts
as a “man in the middle” between the learner and the envi-
ronment. It can observe and may manipulate the action at(h)
to aot (h) ∈ A which will generate reward rt(st(h), aot (h))
corresponding to the manipulated action. Additionally, the
adversary may also intercept the reward rt(st(h), aot (h)) by
adding contamination noise ϵt,h(st(h), at(h)). With both at-
tacks, the learner ends up observing the contaminated reward
rot (st(h), at(h)) = rt(st(h), aot (h)) + ϵt,h(st(h), at(h)).
The cost of attack is measured as the amount of contami-
nation

∑

t,h |ϵt,h(st(h), at(h))| and number of action ma-

nipulations
∑

t,h 1(at(h) ̸= aot (h)), respectively. Notably,

with the wide application of RL today, MITM attack is a
realistic concern to the vulnerability of RL algorithms and
is thus important to understand. For instance, RL-based
UAV coordination to reduce poaching activities in conser-
vation areas is naturally subject to poachers’ poisoning at-
tacks, which can falsify the reward feedback (i.e., reward ma-
nipulation) and executed actions (i.e., action manipulation)
[Venugopal et al., 2021]; similarly, RL algorithms for recom-
mender systems are subject to attacks from hackers or com-
petitors [Zhao et al., 2018].

Reward poisoning attack is a special case of the MITM
attack where aot (h) = at(h), and has been widely stud-
ied in both RL and Multi-Armed Bandits (MAB) settings
[Jun et al., 2018; Rakhsha et al., 2020; Rangi et al., 2022].
Likewise, action manipulation attack is another special case
of the MITM attack where ϵt,h(st(h), at(h)) = 0, and has
been previously studied for MAB setting [Liu and Lai, 2020].
Another variant of action manipulation attack, recently stud-
ied in RL [Rakhsha et al., 2020], is manipulation of the tran-

[Training-time] Action and Reward Attacks
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failures, and generally modify or delete information through
hijacking of communication links [Agarwal et al., 2016;
Cardenas et al., 2008]. Making these systems secure re-
quires an understanding of the regime where the systems

may be vulnerable, and designing ways to mitigate these at-
tacks. This paper focuses on the former aspect, namely un-
derstanding of the regime where the systems can be attacked,
in episodic Reinforcement Learning (RL).

We consider a man in the middle (MITM) attack. In this
attack, there are three entities: the environment, the learner
(RL algorithm), and the adversary. The learner interacts with
the environment for T episodes, and each episode has H
steps. In episode t ≤ T at step h ≤ H , the learner ob-
serves the state st(h) ∈ S of the environment, selects an
action at(h) ∈ A, the environment then generates a reward
rt(st(h), at(h)) and changes its state based on an underlying
Markov Decision Process (MDP), and attempts to communi-
cate the new state to the learner. However, an adversary acts
as a “man in the middle” between the learner and the envi-
ronment. It can observe and may manipulate the action at(h)
to aot (h) ∈ A which will generate reward rt(st(h), aot (h))
corresponding to the manipulated action. Additionally, the
adversary may also intercept the reward rt(st(h), aot (h)) by
adding contamination noise ϵt,h(st(h), at(h)). With both at-
tacks, the learner ends up observing the contaminated reward
rot (st(h), at(h)) = rt(st(h), aot (h)) + ϵt,h(st(h), at(h)).
The cost of attack is measured as the amount of contami-
nation

∑

t,h |ϵt,h(st(h), at(h))| and number of action ma-

nipulations
∑

t,h 1(at(h) ̸= aot (h)), respectively. Notably,

with the wide application of RL today, MITM attack is a
realistic concern to the vulnerability of RL algorithms and
is thus important to understand. For instance, RL-based
UAV coordination to reduce poaching activities in conser-
vation areas is naturally subject to poachers’ poisoning at-
tacks, which can falsify the reward feedback (i.e., reward ma-
nipulation) and executed actions (i.e., action manipulation)
[Venugopal et al., 2021]; similarly, RL algorithms for recom-
mender systems are subject to attacks from hackers or com-
petitors [Zhao et al., 2018].

Reward poisoning attack is a special case of the MITM
attack where aot (h) = at(h), and has been widely stud-
ied in both RL and Multi-Armed Bandits (MAB) settings
[Jun et al., 2018; Rakhsha et al., 2020; Rangi et al., 2022].
Likewise, action manipulation attack is another special case
of the MITM attack where ϵt,h(st(h), at(h)) = 0, and has
been previously studied for MAB setting [Liu and Lai, 2020].
Another variant of action manipulation attack, recently stud-
ied in RL [Rakhsha et al., 2020], is manipulation of the tran-
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Abstract

We study defense strategies against reward poisoning attacks in reinforcement
learning. As a threat model, we consider attacks that minimally alter rewards to
make the attacker’s target policy uniquely optimal under the poisoned rewards, with
the optimality gap specified by an attack parameter. Our goal is to design agents
that are robust against such attacks in terms of the worst-case utility w.r.t. the true,
unpoisoned, rewards while computing their policies under the poisoned rewards.
We propose an optimization framework for deriving optimal defense policies, both
when the attack parameter is known and unknown. Moreover, we show that defense
policies that are solutions to the proposed optimization problems have provable
performance guarantees. In particular, we provide the following bounds with
respect to the true, unpoisoned, rewards: a) lower bounds on the expected return of
the defense policies, and b) upper bounds on how suboptimal these defense policies
are compared to the attacker’s target policy. Using simulation-based experiments,
we demonstrate the effectiveness of our defense approach.

1 Introduction

One of the key challenges in designing trustworthy AI systems is ensuring that they are technically
robust and resilient to security threats [13]. Amongst many requirements that are important to satisfy
in order for an AI system to be deemed trustworthy is robustness to adversarial attacks [16].
Standard approaches to reinforcement learning (RL) [48] have shown to be susceptible to adversarial
attacks which manipulate the feedback that an agent receives from its environment, i.e., its input
data. These attacks broadly fall under two categories: a) test-time attacks, which manipulate an
agent’s input data at test-time without changing the agent’s policy [18, 26, 53], and b) training-time
attacks that manipulate an agent’s input data at training-time, thereby influencing the agent’s learned
policy [57, 31, 19, 43, 42, 59, 47]. In this paper, we focus on training-time attacks which specifically
modify rewards (aka reward poisoning) to force the agent into adopting a target policy [31, 42].
Prior work on reward poisoning attacks on RL primarily focuses on designing optimal attacks.
In this paper, we take a different perspective on targeted reward poisoning attacks, and focus on
designing defense strategies that are effective against such attacks. This is challenging, given that
the attacker is typically unconstrained in poisoning the rewards to force the target policy, while the
agent’s performance is measured under the true reward function, which is unknown. The key idea
that we exploit in our work is that the poisoning attacks have an underlying structure arising from the
attacker’s objective to minimize the cost of the attack needed to force the target policy. We therefore
ask the following question: Can we design an effective defense strategy against reward poisoning
attacks by exploiting the underlying structure of these attacks?
In this paper, we answer this question affirmatively. While an agent only has access to the poisoned
rewards, it can still infer some information about the true reward function, using the fact that
the attack exhibits some structure. By maximizing the worst-case utility over the set of plausible
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Abstract

A deep reinforcement learning (DRL) agent observes its states through observa-
tions, which may contain natural measurement errors or adversarial noises. Since
the observations deviate from the true states, they can mislead the agent into making
suboptimal actions. Several works have shown this vulnerability via adversarial
attacks, but existing approaches on improving the robustness of DRL under this
setting have limited success and lack for theoretical principles. We show that
naively applying existing techniques on improving robustness for classification
tasks, like adversarial training, is ineffective for many RL tasks. We propose the
state-adversarial Markov decision process (SA-MDP) to study the fundamental
properties of this problem, and develop a theoretically principled policy regulariza-
tion which can be applied to a large family of DRL algorithms, including proximal
policy optimization (PPO), deep deterministic policy gradient (DDPG) and deep Q
networks (DQN), for both discrete and continuous action control problems. We
significantly improve the robustness of PPO, DDPG and DQN agents under a
suite of strong white box adversarial attacks, including new attacks of our own.
Additionally, we find that a robust policy noticeably improves DRL performance
even without an adversary in a number of environments. Our code is available at
https://github.com/chenhongge/StateAdvDRL.

1 Introduction
With deep neural networks (DNNs) as powerful function approximators, deep reinforcement learning
(DRL) has achieved great success on many complex tasks [46, 35, 33, 65, 20] and even on some
safety-critical applications (e.g., autonomous driving [75, 57, 49]). Despite achieving super-human
level performance on many tasks, the existence of adversarial examples [70] in DNNs and many
successful attacks to DRL [27, 4, 36, 50, 82] motivate us to study robust DRL algorithms.

When an RL agent obtains its current state via observations, the observations may contain uncertainty
that naturally originates from unavoidable sensor errors or equipment inaccuracy. A policy not robust
to such uncertainty can lead to catastrophic failures (e.g., the navigation setting in Figure 1). To
ensure safety under the worst case uncertainty, we consider the adversarial setting where the state
observation is adversarially perturbed from s to ⌫(s), yet the underlying true environment state
s is unchanged. This setting is aligned with many adversarial attacks on state observations (e.g.,
[27, 36]) and cannot be characterized by existing tools such as partially observable Markov decision
process (POMDP), because the conditional observation probabilities in POMDP cannot capture the
adversarial (worst case) scenario. Studying the fundamental principles in this setting is crucial.

Before basic principles were developed, several early approaches [5, 40, 50] extended existing adver-
sarial defenses for supervised learning, e.g., adversarial training [32, 39, 88] to improve robustness
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Abstract

To understand the security threats to reinforcement
learning (RL) algorithms, this paper studies poison-
ing attacks to manipulate any order-optimal learn-
ing algorithm towards a targeted policy in episodic
RL and examines the potential damage of two nat-
ural types of poisoning attacks, i.e., the manipu-
lation of reward and action. We discover that the
effect of attacks crucially depend on whether the
rewards are bounded or unbounded. In bounded re-
ward settings, we show that only reward manipula-
tion or only action manipulation cannot guarantee a
successful attack. However, by combining reward
and action manipulation, the adversary can manipu-
late any order-optimal learning algorithm to follow

any targeted policy with Θ̃(
√
T ) total attack cost,

which is order-optimal, without any knowledge of
the underlying MDP. In contrast, in unbounded re-
ward settings, we show that reward manipulation
attacks are sufficient for an adversary to success-
fully manipulate any order-optimal learning algo-

rithm to follow any targeted policy using Õ(
√
T )

amount of contamination. Our results reveal useful
insights about what can or cannot be achieved by
poisoning attacks, and are set to spur more works
on the design of robust RL algorithms.

1 Introduction

Learning algorithms have been widely used in web services
[Zhao et al., 2018], conversational AI [Dhingra et al., 2016],
UAV coordination [Venugopal et al., 2021], medical trials
[Badanidiyuru et al., 2018; Rangi and Franceschetti, 2019],
and crowdsourcing systems [Rangi and Franceschetti, 2018].
The distributed nature of these applications makes these al-
gorithms prone to third party attacks. For example, in web
services decision making critically depends on reward col-
lection, and this is prone to attacks that can impact observa-
tions and monitoring, delay or temper rewards, produce link
failures, and generally modify or delete information through
hijacking of communication links [Agarwal et al., 2016;
Cardenas et al., 2008]. Making these systems secure re-
quires an understanding of the regime where the systems

may be vulnerable, and designing ways to mitigate these at-
tacks. This paper focuses on the former aspect, namely un-
derstanding of the regime where the systems can be attacked,
in episodic Reinforcement Learning (RL).

We consider a man in the middle (MITM) attack. In this
attack, there are three entities: the environment, the learner
(RL algorithm), and the adversary. The learner interacts with
the environment for T episodes, and each episode has H
steps. In episode t ≤ T at step h ≤ H , the learner ob-
serves the state st(h) ∈ S of the environment, selects an
action at(h) ∈ A, the environment then generates a reward
rt(st(h), at(h)) and changes its state based on an underlying
Markov Decision Process (MDP), and attempts to communi-
cate the new state to the learner. However, an adversary acts
as a “man in the middle” between the learner and the envi-
ronment. It can observe and may manipulate the action at(h)
to aot (h) ∈ A which will generate reward rt(st(h), aot (h))
corresponding to the manipulated action. Additionally, the
adversary may also intercept the reward rt(st(h), aot (h)) by
adding contamination noise ϵt,h(st(h), at(h)). With both at-
tacks, the learner ends up observing the contaminated reward
rot (st(h), at(h)) = rt(st(h), aot (h)) + ϵt,h(st(h), at(h)).
The cost of attack is measured as the amount of contami-
nation

∑

t,h |ϵt,h(st(h), at(h))| and number of action ma-

nipulations
∑

t,h 1(at(h) ̸= aot (h)), respectively. Notably,

with the wide application of RL today, MITM attack is a
realistic concern to the vulnerability of RL algorithms and
is thus important to understand. For instance, RL-based
UAV coordination to reduce poaching activities in conser-
vation areas is naturally subject to poachers’ poisoning at-
tacks, which can falsify the reward feedback (i.e., reward ma-
nipulation) and executed actions (i.e., action manipulation)
[Venugopal et al., 2021]; similarly, RL algorithms for recom-
mender systems are subject to attacks from hackers or com-
petitors [Zhao et al., 2018].

Reward poisoning attack is a special case of the MITM
attack where aot (h) = at(h), and has been widely stud-
ied in both RL and Multi-Armed Bandits (MAB) settings
[Jun et al., 2018; Rakhsha et al., 2020; Rangi et al., 2022].
Likewise, action manipulation attack is another special case
of the MITM attack where ϵt,h(st(h), at(h)) = 0, and has
been previously studied for MAB setting [Liu and Lai, 2020].
Another variant of action manipulation attack, recently stud-
ied in RL [Rakhsha et al., 2020], is manipulation of the tran-
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Abstract

We study defense strategies against reward poisoning attacks in reinforcement
learning. As a threat model, we consider attacks that minimally alter rewards to
make the attacker’s target policy uniquely optimal under the poisoned rewards, with
the optimality gap specified by an attack parameter. Our goal is to design agents
that are robust against such attacks in terms of the worst-case utility w.r.t. the true,
unpoisoned, rewards while computing their policies under the poisoned rewards.
We propose an optimization framework for deriving optimal defense policies, both
when the attack parameter is known and unknown. Moreover, we show that defense
policies that are solutions to the proposed optimization problems have provable
performance guarantees. In particular, we provide the following bounds with
respect to the true, unpoisoned, rewards: a) lower bounds on the expected return of
the defense policies, and b) upper bounds on how suboptimal these defense policies
are compared to the attacker’s target policy. Using simulation-based experiments,
we demonstrate the effectiveness of our defense approach.

1 Introduction

One of the key challenges in designing trustworthy AI systems is ensuring that they are technically
robust and resilient to security threats [13]. Amongst many requirements that are important to satisfy
in order for an AI system to be deemed trustworthy is robustness to adversarial attacks [16].
Standard approaches to reinforcement learning (RL) [48] have shown to be susceptible to adversarial
attacks which manipulate the feedback that an agent receives from its environment, i.e., its input
data. These attacks broadly fall under two categories: a) test-time attacks, which manipulate an
agent’s input data at test-time without changing the agent’s policy [18, 26, 53], and b) training-time
attacks that manipulate an agent’s input data at training-time, thereby influencing the agent’s learned
policy [57, 31, 19, 43, 42, 59, 47]. In this paper, we focus on training-time attacks which specifically
modify rewards (aka reward poisoning) to force the agent into adopting a target policy [31, 42].
Prior work on reward poisoning attacks on RL primarily focuses on designing optimal attacks.
In this paper, we take a different perspective on targeted reward poisoning attacks, and focus on
designing defense strategies that are effective against such attacks. This is challenging, given that
the attacker is typically unconstrained in poisoning the rewards to force the target policy, while the
agent’s performance is measured under the true reward function, which is unknown. The key idea
that we exploit in our work is that the poisoning attacks have an underlying structure arising from the
attacker’s objective to minimize the cost of the attack needed to force the target policy. We therefore
ask the following question: Can we design an effective defense strategy against reward poisoning
attacks by exploiting the underlying structure of these attacks?
In this paper, we answer this question affirmatively. While an agent only has access to the poisoned
rewards, it can still infer some information about the true reward function, using the fact that
the attack exhibits some structure. By maximizing the worst-case utility over the set of plausible
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Definition 1 (Attack Problem). For any ⇡, the attacker’s seeks a policy
⌫⇤ 2 N that maximizes its expected reward from the victim-attacker-M
interaction:

⌫⇤ 2 argmax
⌫2N

E⇡,⌫
M

" 1X

t=0

�tg(st, at, rt)

#
.
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<latexit sha1_base64="Bq0pK5k9kVLBsb90GDPYpDPwDHk=">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</latexit>

A(s) ✓ S, A(s, o) ✓ O, A(s, o, a) ✓ A, A(s, o, a, r) ✓ R

Proposition: Any optimal policy for  is an optimal attack policy.M
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Optimal attacks can be computed using standard RL techniques! 
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Computational Efficiency

 has only polynomially larger state and action space than .M M

Attacking RL effi

   and   |S | ≤ SOAR |A | ≤ S + O + A + R
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<latexit sha1_base64="BS7yuM+4D+QN+H0VPUJMs/gtCkQ=">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</latexit>

Definition 2 (Defense Problem). The victim seeks a policy ⇡⇤ that maxi-
mizes its expected reward from the victim-attacker-M interaction under the
worst-case attack:

⇡⇤ 2 argmax
⇡2⇧

min
⌫2BR(⇡)

V ⇡,⌫
1 .
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Definition 2 (Defense Problem). The victim seeks a policy ⇡⇤ that maxi-
mizes its expected reward from the victim-attacker-M interaction under the
worst-case attack:

⇡⇤ 2 argmax
⇡2⇧

min
⌫2BR(⇡)

V ⇡,⌫
1 .

BR(π) := arg max
ν∈N

Vπ,ν
2



The Defense Problem

Let  denote the victim's and attacker's value, respectively.(Vπ,ν
1 , Vπ,ν

2 )

<latexit sha1_base64="BS7yuM+4D+QN+H0VPUJMs/gtCkQ=">AAAK5nichVZtTxw3ED7oS+j2JaH92C9WAYkgQByq2iqfQgGJSiW5kkCisgfy+ubuLPyysb3A1dm/0G9Vv/ZntX+m6uwLOe8ubS2dPJ7nmfHMeOy9JBXcup2dvxYW33v/gw8fLH0UffzJp589fLT8+ZnVmWFwyrTQ5nVCLQiu4NRxJ+B1aoDKRMCr5Gq/wF9dg7Fcq5dulsJQ0oniY86oQ9Xl8sKb2IJjOlMOjB/BmCteILnv51GcwISrUHt+AGNQFsjAaNxCDmNBExAF5QkZVVgevZwCuebMcUkswJUllKRacDYjq3HKLzZWiZtSRyS95ZL/ApZwZwncpsAcjIiBG2pGZGy0RN6dpy3qHGVXYLZWj1cJL8KlrIiJZGoEpmTeaGPdFsNykIr95C4FeJOVCW/kdcCoCAImOMrISMwViamZYGyXHlWVYsBzEkuuUKWyUvX9yTqij3NydlHQNgkC+SUWbTuKQY2CDat1UMPLRys72zvlIF2hXwsrvXoMLpeX4nikWSZBOSaotef93dQNPTWOM4Hhx5mFFNOlEzhHUVEJdujL5sjJGmqwmtrgTzlSakMLT6W1M5kgU1I3tW2sUN6HnWdu/N3Qc5VmDhSrNhpngjhNik4jI27wQMUMBcoM5s4Im9Li1LAfm7uIiUbCVOZtdWohw9T1qJmlF9TBLUa9SeoIS6FIoxTQVTkXGdtNUhCc1sLm0drW3SDYpdqAJIfqmhutiupa8g7eimJXEaybCfCpoFxhEApuar2v59zXnpoo3g5Jc/9jOTUQpo0WgppZ7vffiU0GboZ+98upgaRGp9rWV3QQLKJWvEHDNRyEV/zgXzjYYplMK87eXG5w4JbKFJvPH9ZCA9WJBXNNKxfPg0W01gwTBWquckIa5rXWn1RzFB7bMR4m2ddYVTVqntcBYN0MFITnKT4PTpsNX1/mHG/LJN4spP8i4hHXxPKw7yceYtJVuqwKw8djofGunfeHPhYwdrEoFWSlT2LDJ1MXm4rRtGLARWhUrEObEm+acDXKfVw0dDLG16aFngAVd3DiT9rwD8rN0Z/b6DMaoM/aaIp1UPNg1+dxPm4xE7zic+L5nDhsEfHDE2Tvg8zbm9PEzplv58S3LZ7SRgYuA2bcpnKloHFiVE0EhNUvFdiwSruyd0lta1uF0QIvso+NJKWI+2ClAsKLuqqMCv+indleAO51bY8C+KhtKwvPGr/uxce/sUebuHcvca9LHITEQQc2IWw68EkId7pPHoVwN5vjED7uwDJrJpF1GDYk2A5MQ5i24QN8DjvlZ3X5x4ZeedY9nsP5hTnsooM52iklK98kdlExjPTFuksq3qOQhOsOqXIV/5+vylnc9Yb/R/rtfx9d4Wx3u//N9tc/7a48Par/mSz1vux91Vvv9Xvf9p72jnqD3mmPLfy58Pfig8WlaBr9Gv0W/V5RFxdqmy96jRH98Q8YSQuM</latexit>

Definition 2 (Defense Problem). The victim seeks a policy ⇡⇤ that maxi-
mizes its expected reward from the victim-attacker-M interaction under the
worst-case attack:

⇡⇤ 2 argmax
⇡2⇧

min
⌫2BR(⇡)

V ⇡,⌫
1 .

BR(π) := arg max
ν∈N

Vπ,ν
2

Avoids Cat and Mouse Game!
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Reduction to MARL

Defense corresponds to a Weak Stackelberg Equilibrium (WSE).

Two player MG}
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Challenges

Proposition: The defense problem is as hard as solving POMDPs. 

Thus, the defense problem is NP-hard to even approximate.

• WSE need not exist.

• WSE are generally non-Markovian!
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Special Structure: Sequential Play

Game evolves like a turn-based Markov game .G

s
P2 P1

s†s† a (s†, a)
P2

(s†, a, r)
P2

a†

Key: restrict observation attacks.

r†



Meta Turn-based Markov Game
1.  records the player’s information at any subperiod:

2.  captures the actions available at any subperiod:

3. Transitions capture the evolution of information.

S̄

Ā

<latexit sha1_base64="dYTOcSngiWBJfriuzSTJ7hB05pU=">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</latexit>

S1 = S and S2 = S [ (S [A) [ (S [A [R)

<latexit sha1_base64="GrU3k2NIk5mkFnTCew3YH/9o3fM=">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</latexit>

A1 = A and A2(s) ✓ S, A2(s, a) ✓ A, A2(s, a, r) ✓ R
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<latexit sha1_base64="dYTOcSngiWBJfriuzSTJ7hB05pU=">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</latexit>

S1 = S and S2 = S [ (S [A) [ (S [A [R)

<latexit sha1_base64="GrU3k2NIk5mkFnTCew3YH/9o3fM=">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</latexit>

A1 = A and A2(s) ✓ S, A2(s, a) ✓ A, A2(s, a, r) ✓ R

Proposition: Any WSE for  is an optimal defense policy.G
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Efficient Reduction to MARL

Zero-sum:

General-sum:

WSEDefense MPNE

WSEDefense MPNE+tiebreak

G
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Rollback Algorithm

<latexit sha1_base64="SI/i5Ckub55UxwaDyN8UdzOOL9Q=">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</latexit>

BRh(s, a) = argmax
a†2A(s,a)

⇥
gh(s, a, rh(s, a)) + Es0⇠Ph(s,a†)

⇥
V ⇤
h+1,2(s

0, ⇡⇤
h+1(s

0))
⇤⇤

Special Case: Action Attacks

1. Victim determines Attacker’s best response to any action :a



Rollback Algorithm

<latexit sha1_base64="SI/i5Ckub55UxwaDyN8UdzOOL9Q=">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</latexit>

BRh(s, a) = argmax
a†2A(s,a)

⇥
gh(s, a, rh(s, a)) + Es0⇠Ph(s,a†)

⇥
V ⇤
h+1,2(s

0, ⇡⇤
h+1(s

0))
⇤⇤

<latexit sha1_base64="XEC/dpXLuUSSBBXByoL8C1PjLmY=">AAAJzHicfZbdbts2FMfldh+x1q3pdrGLXYxbYDRO0iAqiu1qQD3XqAcsiec2aVHTNSiZtoXwQyCZLAGj273BHm7PsptRlFJT1FwCAg/P739E8hwSUpyRVKqjo39a9+5/8ulnn2+1wy8efPnVw+1HX59LfikSfJZwwsXbGElMUobPVKoIfpsJjGhM8Jv4ol/wN1dYyJSz1+omw1OKlixdpAlSxjXb/vv8/d5Mrw6ifFd2wS8AUnQ90wjAlAHYy804ZTMN0Rwtre/X8Wy1Kw9Q1yCCF2oi7BhYRRdAGALT9gEczLR8DKBMKRi5kru4ct79yM78uAtFulypadXNtneODo9sA00jqoyd53314Pbh4NvR7NHW93DOk0uKmUoIknISPc3UVCOh0oTgPISXEmcouUBLPDEmQxTLqbb5y0HHeOZgwYV5mALW60ZoghS+ljf0ACAqKVIraxhHbA21KkkRbTZaCBTnROZh58ldA69XmAtMwYBdpYKzYqUSfMBPQqhKgVQ3BOuMoJSZZTP8Z+XXVZ/r6k11SjClKNe/265GEi44IUjc5Lr/wawrzGTmvX3b1UgmeMZlWpyVXI+cQeitd44XKauQ+wLHr19s0PBYYnGFStGpM6ip8DWimSmlHlRG2KkvwRhIXOTtWlTl1OOyD92KHJs6gT43CWPzeileYJMSgQvBaYYFUlzsmUsgluZ25OZQLeFBYX1MaKpXCYs6djYoB7mGxXGJYz3Iy/0m5YI0XBBuDuckmmp7YyCxDrATgfKWQFEq6lEJTokbVIzdGMvrISmb3y1joSN/GWOMyHqVYx9/bAe/MbWm73x6ghx64tPMJIutN7K73kPXU8YCJWvhZC2cekKJlZMZ7WTFnxzFcq28XQtvPR3jgjqvdJTQl6aM4Vo1EVsS7FbGOswJDTuMK3sBQBUtvYpUaUsQKethMuXgVw5+5e+s58BeM/bUwad+7LEDj31Ii2m5+dQUX6LaAnxh73+FvaZw5ApHDSxcLBp47OLGsaVDFw8b+NjFzc2+dPHLBlbosrbJYuxraF1CmwrpCmQDIxcjH6/Mv4NTr+YOK0GzEsNGJaT5cOdavtfQGEvcyDWyHG3kwnKxkXPL+UY+ttw58xuVdIloPTHQeIrkmF+KyP+BaBrnTw+jnw6f/WH+LYZB2baC74Ifg90gCn4OngfDYBScBUnwb+uH1l5rv33SVm3dzkvpvVYV801Qa+2//gOuZJyg</latexit>

V ⇤
h,1(s) = max

a2A
min

a†2BRh(s,a)

⇥
rh(s, a

†) + Es0⇠Ph(s,a†)

⇥
V ⇤
h+1,1(s

0)
⇤⇤

Special Case: Action Attacks

1. Victim determines Attacker’s best response to any action :a

2. Victim picks  based on the worst-case best-response:a
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Guarantees

1.  is zero-sum, orG

2.  has finite-horizon.G

Complete characterization: hard  observation attacks!⟺

Theorem: An optimal defense can be computed or learned in 
polynomial time if observation attacks are not permitted, and
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Conclusions

• Optimal attacks can be efficiently computed for all attack surfaces.

• The defense problem is NP-hard to even approximate.

• Absent observation attacks, optimal defenses can be efficiently computed.

Thank you!


